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Brief Introduction: IQVIA by the Numbers
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1.2B+
Non-identified patient records
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Global pharma sales tracked
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• Situation: On September 20th, 2017, Hurricane Maria hit Puerto Rico 
as a powerful Category 4 hurricane
IQVIA was contacted on September 25, 2017, by ASPR and CDC for 
information regarding prescription medication usage on Puerto Rico to 
assist in planning the relief efforts

• IQVIA’s Solution: IQVIA provided a data extract of sales and retail 
pharmacy dispensing for June, July, and August 2017 in order to show 
the top 200 prescription drugs with the highest utilization and most 
impacted by the disruption after the hurricane

ASPR & CDC showed the impact of the hurricane on Puerto Rico’s drug supply using IQVIA data

© 2022 IQVIA Inc. Confidential and Proprietary.  All rights reserved.

45 min

IQVIA pulled these 
data within 45 minutes!

IQVIA’s Prescription Data Saved Lives After Hurricane Maria
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Rise of State Data Privacy Bills

How Did We Get Here?
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As the 2023 Session Begins, the following states are 
considering comprehensive privacy bills (other states are 
considering some version of a modified bill):

üMassachusetts

üMichigan

üFlorida

üOklahoma

ü Iowa

Privacy Bills Continue to Dominate in New Session 
State Privacy Legislation in 2023

Note that other states have privacy laws in place from prior sessions. This map is specifically referencing the most recent round of passed legislation. 
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Model for Workable Legislation

Protecting Data and Protecting Patients
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Virginia Consumer Data Protection Act (VCDPA)
ü On March 2, 2021, Virginia Gov. Ralph Northam (D) signed the Virginia Consumer Data Protection Act (VCDPA) into law, 

making Virginia the second state after California to officially enact comprehensive consumer privacy legislation.

ü The VCDPA went into effect Jan. 1, 2023.

ü The VCDPA clearly defines whose personal data is covered, describing consumers as Virginia residents “acting only in an 
individual or household context.” 

ü It further clarifies that consumers are not those acting in a “commercial or employment context.” Unlike California, 
where the B2B and employee exclusions have been the subject of several statutory amendments, Virginia has chosen 
not to leave those potential compliance hurdles up in the air.

ü Additionally, businesses must satisfy one of the aforementioned thresholds to fall within the statute’s scope, and unlike 
California, the VCDPA makes no mention of a threshold based solely on annual gross revenue. Entities are not left to 
question whether the processing of data from a dozen or so consumers will subject them to the law.

ü Virginia’s law has no significant recordkeeping requirements, aside from documenting data protection assessments. If a 
business already has in place a GDPR- or CCPA-compliant process for receiving and responding to data subject or 
consumer access requests, that process should be sufficient to handle requests from Virginia residents.
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What Does VCDPA Protect?
The VCDPA also provides consumers with certain rights related to their personal data. Under the Act, these rights include:

ü The right to know, access and confirm personal data.

ü The right to delete personal data.

ü The right to correct inaccuracies in personal data.

ü The right to data portability (i.e., easy, portable access to all pieces of personal data held by a company).

ü The right to opt out of the processing of personal data for targeted advertising purposes.

ü The right to opt out of the sale of personal data.

ü The right to opt out of profiling based upon personal data.

ü The right to not be discriminated against for exercising any of the foregoing rights.

Consumers have an extensive set of privacy rights that are not found in other states (other than California).
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Why is Virginia’s Law Good for Data?
ü The Virginia law has carve-outs for protected health information under the Health Insurance Portability and 

Accountability Act (HIPAA).

ü Those falling outside the scope of the law also include state agencies, nonprofit organizations, colleges and universities 
(think academic research).

ü It is helpful for small health care businesses by including a ‘30-day cure period’, which allows companies that receive 
letters alleging noncompliance to communicate with the attorney general’s office and remedy any potential violations 
before fines are imposed.

ü Identifiable private information for the protection of human subjects under 45 C.F.R. Part 46 (or that is otherwise 
information collected as part of clinical research pursuant to the good clinical practice guidelines) is carved out.

ü Information that is de-identified in accordance with the requirements for de-identification pursuant to HIPAA is also 
given an exception for the purposes of research. 
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Questions?

Contact me at 910.620.7622 or 
andrew.barnhill@iqvia.com
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